
+++  

 

 

LAB  MANUAL  

 

 

 

COMPUTER 

NETWORK  

LAB   



 
 

 
 

INDEX  
Sr. No Programs Date Signature 
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specifications of Laptop and Desktop. 
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components and devices LAN 
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3. Familiarization with Transmission 

media and tools: Co-axial cable, UTP 

cable, Crimping  tool, Connectors etc. 

  

4. Preparing the UTP cable for  cross and 

direct connection using crimping tool. 

  

5. Introduction to various interior and  

exterior routing  protocols. 
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simulation tools packet tracer/GNS3. 

  

7. Study of various LAN  topologies and 

their creation using network devices, 

cables and Computer. 

  

8. Configuration of TCP/IP protocols in 

Window/LINUX.  

  

9. Configuration of TELNET  protocols 

on router  for  remote access. 

  



Program 1 
Aim: -To study about the components and specifications of Computer and 

Laptop. 

 

× Computer:- 

A computer is a machine or device that performs processes, calculations and operations 

basedon instructions provided by a software or hardware program. It is designed to execute 

applications and provides a variety of solutions by combining integrated hardware and 

software components. 

 
× Computer Specifications:- 

 

 

Motherboard: - 
¶ The motherboard is the backbone of your PC and it provides the 

electrical connections between every component so that they are able 
to communicate with each other. 

 
 

Motherboard and their  parts:- 

 

 

Diagram: Motherboard with  Label Diagram 



Processors:- 
A processor (CPU) is the logic circuitry that responds to and processes the 

basic instructions that drive a computer. The CPU is seen 

as the main and most crucial integrated circuitry (IC) chip 

in a computer, as it is responsible for interpreting most of 

computers commands. 

Mentioned computerôs processor has speed of 
1.60 GHz. 

 

 

 

 

 
 

Operating System:- 

An Operating System (OS) is an interface between a computer user and 

computer hardware. An operating system is a software which performs all the basic tasks like 

file management, memory management, process management, 

handling input and output, and controlling peripheral devices such as 

disk drives and printers. 

The computer has Window 7 &  32 bit  operating system. 

 

 

 

 

 

 

 

 

Network Interface Card: - 

A network interface card (NIC) is a hardware component without 

which a computer cannot be connected over a network. It is a circuit board installed in a 

computer that provides a dedicated network connection to the computer. It is also called 

network interface controller, network adapter or 

LAN adapter. 



V SMPS:- 
Switched-Mode Power Supply (SMPS) is an electronic circuit which converts the 

power using switching devices that are turned on 
and off at high frequencies, and storage 
components such as indicators or capacitors to 
supply power when the switching device is in its 
non-conduction state. 

 

 

 

 

 

 

 
V Buses used in computer:- 

A bus is a high-speed internal connection. Buses are used to send control 
signals and data between the processor and other 
components. Three types of bus are used. Address bus - 
carries memory addresses from the processor to other 
components such as primary storage and input/output 
devices. 

 

 

 

 

Memory: - 
It is used to store data and instructions. Computer memory is the storage space in the 

computer, where data is to be processed and instructions required for processing are stored. The 

memory is divided into large number of small parts called cells. Each location or cell has a 

unique address, which varies from zero to memory size minus one. 
 

1. RAM :-  
RAM is the working memory of your computer. The higher the RAM, the more 

multi-tasking the computer can do. Mentioned Computer have 1 GB RAM. 
 

 



2. Hard Disk drive: - 

HDD is an electro-mechanical storage device, which is an abbreviation of 

Hard Disk Drive. It uses magnetic storage for storing and retrieving the digital data. It is a non- 

volatile storage device. Mentioned computer have HDD of 1 TB. 
 

 

 

 

 
 

HDD 1TB Internal  architecture of HDD 
 
 

Laptop:-  
Laptop is a small, portable personal computer(pc) with a screen and alphanumeric 

keyboard. It is also known as laptop computer, notebook computer. 

 
Laptop Specifications:- 

 

 



Processor:- 
A processor is an integrated electronic circuit that performs the calculations that 

run a Laptop. A processor performs arithmetical, logical, 

input/output (I/O) and other basic instructions that are passed from 

an operating system (OS). 
Mentioned laptop has AMD A6 processor with  2.40 Ghz speed. 

 

 

 

 
 

Operating System:- 
An operating system is a program that acts as an interface between the user 

and the computer hardware and controls the execution of all kinds of programs. 
Mentioned Laptop has Windows 10 & 64 bit  operating system. 

 
Types of Memory Used:- 

 

V Cache Memory: - 
It is an extremely fast memory type that acts as a buffer between RAM and the CPU. It 

holds frequently requested data and instructions so 

that they are immediately available to the CPU when 

needed. Cache memory is used to reduce the average 

time to access data from the Main memory. 

Mentioned Laptop has 8 MB cache Size. 

 

 

 

 

 

 
V RAM: - 

RAM (Random Access Memory) is the internal memory of the CPU for storing 

data, program, and program result. It 

is a read/write memory which stores 

data until the machine is working. 

Mentioned Laptop has 4GB RAM  

size. 



V Hard disk drive: - 

HDD is used in computer to facilitate the user 

to store data permanently as it is non volatile. 

Mentioned Laptop has 1 TB HDD Size 
 

 

 

 

 

 
 

V Solid State Drive: - 

It is a new generation of storage device .It is faster but expensive than HDD. 
 
 

 

 

V Screen resolution:- 
Mentioned Laptop has 1920 x 1080 screen resolution. 

 

V Ports in Laptop: - 
Laptops generally have 5 types of ports. 

i. Charging port (used to charge laptop). 

ii. USB type C port (used for Bidirectional data transfer, taking power supply). 

iii.  RJ-45 port for Ethernet connection. 

iv. HDMI port. 

v. Headphone 2.0 port. 
 

Touch:- It allows you to complete intuitive control. 



Program 2 
Aim: -Familiarization  with networking  components and devices LAN  

adapters, hubs, switches, routers etc. 

 
V What is a Network? 

A network consists of two or more computers that are linked in order to share 

resources (such as printers and CDs), exchange files, or allow electronic 

communications. The computers on a network may be linked through cables, 

telephone lines, radio waves, satellites, or infrared light beams. 

 

Networking Components:- 
Computer networks components comprise both Hardware 

parts as well as the software parts required for installing computer networks, both at 

organizations and at home. The hardware components are the server, client, peer, 

transmission medium, and connecting devices. The software components are operating 

system and protocols. 
 

Diagram: Components of Network. 
 

Hardware Components:- 

 Servers:īServers are high-configuration computers that manage the resources of the 

network. The network operating system is typically installed in the server and so they 

give user accesses to the network resources. Servers can be of various kinds: file 

servers, database servers, print servers etc. 

 Clients: ī Clients are computers that request and receive service from the servers to 
access and use the network resources. 



 Peers:- Peers are computers that provide as well as receive services from other peers 
in a work group network. 

 Transmission Media:- Transmission media are the channels through which data is 

transferred from one device to another in a network. Transmission media may be 

guided media like coaxial cable, fiber optic cables etc; or maybe unguided media like 

microwaves, infra-red wave etc. 

 Networking Devices:- Connecting devices act as middleware between networks or 

computers, by binding the network media together. Some of the common connecting 
devices are: 

1. Routers 

2. Hub 

3. Switch 

4. Bridge 

5. Repeater 

6. Gateway 

Č Software Components:- 

V Operating System ī Network Operating Systems is typically installed in the 

server and facilitate workstations in a network to share files, database, 

applications, printers etc. 

V Protocol Suite ī A protocol is a rule or guideline followed by each computer for 

data communication. Protocol suite is a set of related protocols that are laid down 
for computer networks. The two popular protocol suites areī 

ü OSI Model ( Open System Interconnections) 

ü TCP / IP Model. 

 
Č LAN  Adapter: - 

A LAN adapter is an expansion board that is used to connect a computer or computing 

device to a network. LAN adapter is the most common and generic alternate name for a 

Network Interface Card(NIC). Similar products, such as 

Wireless USB LAN Adapter rare referred to as LAN adapters. 

 

 

 

 

LAN  ADAPTER 
 

 

ü Functions of LAN  Adapter: - 

The computer and the card must communicate with 

each other so that they can proceed to exchange information. In this way, the 

computer allocates part of its memory to cards that have DMA (Direct memory 

access).The card interface indicates that another computer is requesting data from the 

computer. The computer bus transfers the data from the computer memory to the 

network card. 

https://www.webopedia.com/TERM/E/expansion_board.html
https://www.webopedia.com/TERM/N/network.html
https://www.webopedia.com/TERM/N/network_interface_card_NIC.html
https://en.wikipedia.org/wiki/Direct_memory_access
https://www.computertechreviews.com/definition/network/


Networking Devices 

 

Č Router:-  

Routers are networking devices operating at layer 3 or a network layer of the 

OSI model. They are responsible for receiving, analyzing, and forwarding data packets 

among the connected computer networks. When a data 

packet arrives, the router inspects the destination 

address, consults its routing tables to decide the optimal 

route and then transfers the packet along this route. 

 

 

 

 
ü How a router  works:- 

A router examines a packet header's destination IP address and 

compares it against a routing table to determine the packet's best next hop. Routing 

tables list directions for forwarding data to particular network destinations, sometimes 

in the context of other variables, like cost. They amount to an algorithmic set of rules 

that calculate the best way to transmit traffic toward any given IP address. A routing 

table often specifies a default route, which the router uses whenever it fails to find a 

better forwarding option for a given packet. For example, the typical home office 

router directs all outbound traffic along a single default route to its internet service 

provider (ISP) Routing tables can be static -- i.e., manually configured -- or dynamic. 

Dynamic routers automatically updated their routing tables based on network activity, 

exchanging information with other devices via routing protocols. 

 

Č Hub: - 

A Network Hub is one of the most commonly used networking devices can be easily found 

on any small networks such as home or office. Hub 

operates at the physical layer of OSI model. It is the 

simplest networking device hence has low cost. 

Basically, a hub is a repeater with multiple ports. The 

function of a hub in networking is similar to the 

repeater. It transfers data in the form of binary bits and 

uses for broadcasting data. 

 

 
 

ü Working of Hubs: -When a host sends frames, the hub forwards the frames in all 

the ports. Hubs do not separate the type of the frame, for example, whether the frame 

unicast should be either multicast or 

broadcast. Hubs forward all the frames 

into all the ports. Although a hub sends 

the frames to all the ports, a computer 

accepts the ones, whose MAC match 

matches the destination MAC address 

field. The rest of the frames are discarded 

after receiving the required information. 

https://searchwindevelopment.techtarget.com/definition/IP-address
https://searchnetworking.techtarget.com/definition/routing-table
https://whatis.techtarget.com/definition/hop
https://searchwindevelopment.techtarget.com/definition/ISP
https://searchnetworking.techtarget.com/definition/adaptive-routing
https://searchnetworking.techtarget.com/definition/adaptive-routing


Č Switch:-  
A switch is a Networking device in a computer network that connects other 

devices together. Multiple data cables are plugged into a switch to enable 

communication between 

different networked 

devices. Switches manage 

the flow of data across a 

network by transmitting a 

received network packet 

only to the one or more 

devices for which the 

packet is intended. 

 

 

 

 

 
Diagram- Switch 

 
ü Working of Switch: -Whenever a host sends a frame to any other host, then the 

source host is stored with the port in the address table of the MAC address switch. A 

switch always stores the address of the source in the table. Unless a host does send 

some data, its MAC address and port number will not be stored in the table of the 

switch. Unless a host does send some data, its MAC address and port number will not 

be stored in the table of the switch. When you initialize the switch, the switch does 

not contain any information about any host and its address. In such a situation, when a 

host frame sends, its MAC address is stored in the table but due to no destination 

information, the switch sends the frame to all the hosts .When you initialize the 

switch,the switch does not contain any information about any host and its address. In 

such a situation, when a host frame sends, its MAC address is stored in the table but 

due to no destination information, the switch sends the frame to all the hosts. As soon 

as the second host sends some data, its address also gets stored in the table. As soon as 

the second host sends some data, its address also gets stored in the table. Whenever a 

host sends the frames, the switch stores it if  its address is not already present in the 

table. Thus a switch 

creates its table. 

When all the hosts' 

addresses and port 

numbers come in the 

switch, the switch 

delivers the frame to 

all hosts only, 

delivering the same 

host to the host for 

which the data has 

been sent. 

https://en.wikipedia.org/wiki/Computer_network
https://en.wikipedia.org/wiki/Network_packet


ČBridge:- 

Bridge is termed as a network device which is helpful in filtering the data 

load of the traffic by dividing it into segments or packets. They are used to lower the 

load of traffic on the LAN and other networks. Bridges are passive devices, because 

there is no interaction between 

bridged and the paths of bridging. 

Bridges operate on the second 

layer of the OSI model that is the 

data link layer. 

 

 

 

 

Diagram: Working  of Switch 

 

ü Working  of Bridge:- 

When various network segments are established at the data 

link layer of the OSI model, we refer to it as bridge. However when the packets 

ofdata are transferred along a network , without locating the network addresses this 

process is termed as bridging. The process of bridging is helpful in locating the 

addresses of unknown addresses to which it is viable to send data. In bridging the 

data packets contain a header or a packet header which holds the address to the 

intended device. Bridge can remember and recall the address of the devices for 

further transmission. There are two kinds of bridging modes, the transparent bridging 

and the source routing bridging. When the process of bridging occurs, it makes a 

bridging table along side where it stores the MAC addresses of the various 

terminals. Thistable helps the bridges to send the data packet to the exact location 

next time. However when a specific address does not meet the contents of the 

bridging table, the data packet is forwarded further ahead to every attached terminal 

in LAN except from the computer it is connected to. This type of bridging is called 

transparent bridging. When the source computer presents pathway information 

within the packet, this typeof bridging is known as source route bridging. It is most 

commonly used in used on Token Ring networks. 

 

Č Repeater:- 

A repeater is a network device that retransmits a received signal with more power 

and to an extended geographical or topological network boundary than what would be 

capable with the original signal repeater is implemented in computer networks to expand 

the coverage area of the network, re propagate a weak or broken signal and or service 

remote nodes. Repeaters amplify the received/input signal to a higher frequency domain 

so that it is reusable, scalable. 



 

 
 

 
 

 

Diagram: Repeater 

 

Č Working  of Repeater:- 
When an electrical signal is transmitted via a channel, it gets 

attenuated depending upon the nature of the channel or the technology. This poses a 

limitation upon the length of the LAN or coverage area of cellular networks. This 

problem is alleviated by installing repeaters at certain intervals. 

 
Repeaters amplifies the 

attenuated signal and then 

retransmits it. Digital 

repeaters can even 

reconstruct signals distorted 

by transmission loss. So, 

repeaters are popularly 

incorporated to connect 

between two LANs thus 

forming a large single LAN 

 

 
Diagram: Working  of Repeater 

 

Č Gateway:-  
The link between two computers to connect to internet or another 

network is called gateway. The gateway works like a portal among two programs by 

means of communications between protocol 

and permit them to share data on same 

computers or among different computers. 

Gateways are also known as protocol 

converter that can perform at any OSI 

model layer. The task of a gateway is very 

complex. 

 



 

ü Working  of Gateway:- 

A gateway is a network point that works as an access to another 

network. Generally in intranet a node can be either a gateway node or the nodes that join 

the network are gateways. In large organization where the computers control the traffic 

between organization networks are gateway nodes. Like that the computers used by ISP to 

connect different user with each other at a time to the internet are gateway nodes. In a 

project of any business company computer server work as a gateway nodes and it may be 

proxy server or firewall some time. A 

gateway may connected to a router because 

a router exactly known where to through a 

given packet of data that appears at the 

gateway then a switch finalize the actual in 

and out path of the gateway for the specified 

packet .A gateway is a compulsory features 

of routes even though other devices can 

perform as a gateway. The operating system 

mostly used this term and internet 

connection sharing act as a gateway and 

creating a connection among internal 

network. 
 

Diagram: Working  of Gateways 



Program 3 
Aim: -Familiarization  with  Transmission media and Tools Coaxial cable, UTP Cable, 

Crimping  Tools, Connectors etc. 

 

Transmission Medium:  
A communication channel that is used to carry the data from one transmitter to the receiver 

through the electromagnetic signals .The main function of this is to carry the data in the bits form 

through the Local Area Network(LAN).In data communication, it works like a physical path 

between the sender & receiver .For instance ,in a copper cable network the bits in the form of 

electrical signals whereas in a fiber network ,the bits are available in the form of light pulses. 

The quality as well as characteristics of data transmission ,can be determined from the 

characteristics of medium &signal. The properties of different transmission media are delay, 

bandwidth, maintenance, cost and easy installation. 
 

 

 

Bounded/Guided Transmission Media: 
This kind of transmission media is also known as wired otherwise bounded media. In this type 

,the signals can be transmitted directly & restricted in a thin path through physical links. 
The types of Bounded /Guided transmission are discussed below. 

Coaxial Cable: 
Coaxial cable (or coax) carries signals of higher frequency ranges than those in twisted pair 

cable. It has a central core conductor of solid or stranded wire (usually copper) enclosed in an 

insulating sheath, which is, in turn, encased in an outer conductor of metal foil, braid, or a 

combination of the two. The outer conductor is also enclosed in an insulating sheath, and the 

whole cable is protected by a plastic cover. 



 
 

 

Applications: 

1. Coaxial cable was widely used for both analog and digital data transmission. 

2. It has higher bandwidth. 

3. Inexpensive when compared to fiber optical cables. 

4. It uses for longer distances at higher data rates. 

5. Excellent noise immunity. 

6. Used in LAN and Television distribution. 

Disadvantage : 

1. Single cable failure can fail the entire network. 

2. Difficult  to install and expensive when compared with twisted pairs. 

3.If the  shield is imperfect ,it can lead to grounded loop. 

 
Fibre Optic Cable: 

A fiber optic cable is a network cable that contains strands of glass fibers inside an insulated 

casing. They're designed for long-distance, high-performance data networking, and 

telecommunications. Compared to wired cables, fiber optic cables provide higher bandwidth 

and transmit data over longer distances. Fiber optic cables support much of the world's 

internet, cable television, and telephone systems. 


